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PREMESSA

Il Piano Triennale di Formazione sulla Prevenzione della Corruzione 2026–2028 di SISPI S.p.A. costituisce parte integrante del Sistema di prevenzione della corruzione e della trasparenza, in attuazione della Legge n. 190/2012, del Piano Nazionale Anticorruzione (PNA) adottato dall’ANAC e dei relativi aggiornamenti.

Il Piano è altresì coordinato con il Modello di organizzazione, gestione e controllo ex D.Lgs. 231/2001, quale strumento di prevenzione dei reati contro la pubblica amministrazione e dei reati informatici, e con il quadro normativo in materia di cybersicurezza, in particolare con il D.Lgs. 4 settembre 2024, n. 138, di recepimento della Direttiva (UE) 2022/2555 – NIS2.

In coerenza con le indicazioni del PNA, la formazione è considerata una misura trasversale e strutturale di prevenzione, finalizzata a rafforzare la cultura dell’integrità, della legalità e della responsabilità, soprattutto nei processi maggiormente esposti a rischio corruttivo, quali i contratti pubblici, la gestione dei fornitori, la digitalizzazione dei processi e la sicurezza dei sistemi informativi.



OBIETTIVI GENERALI

Il Piano Triennale di Formazione 2026–2028 persegue i seguenti obiettivi generali:

· Attuare le misure formative previste dal PNA, assicurando una formazione sistematica, periodica e differenziata in funzione dei ruoli e delle responsabilità;

· Rafforzare l’integrazione tra PTPCT e Modello 231, diffondendo la conoscenza dei presìdi di controllo, dei protocolli di prevenzione e delle responsabilità individuali;

· Sviluppare competenze operative per la prevenzione e la gestione dei rischi corruttivi, dei conflitti di interesse e delle violazioni etico–comportamentali;

· Accrescere la consapevolezza sui rischi ICT e di cybersicurezza, in coerenza con la NIS2, con particolare riferimento alla protezione dei dati, alla gestione degli accessi e alla sicurezza della supply chain digitale;

· Promuovere l’innovazione formativa, attraverso metodologie attive, strumenti digitali e approcci coerenti con la natura ICT della Società.



STRUTTURA DEL PIANO FORMATIVO PER IL TRIENNIO 2026–2028

ANNO 2026 – CONSOLIDAMENTO E ALLINEAMENTO NORMATIVO

Obiettivi specifici
· Consolidare le conoscenze di base in materia di prevenzione della corruzione, come richiesto dal PNA;

· Diffondere la conoscenza del Modello 231 e dei principali reati presupposto rilevanti per SISPI;

· Rafforzare la consapevolezza dei rischi corruttivi e dei rischi ICT.

Interventi formativi
· Workshop tematici su:

· conflitti di interesse e obblighi di astensione (PNA);

· whistleblowing e tutela del segnalante (D.Lgs. 24/2023);

· integrazione tra PTPCT e Modello 231;

· Formazione per figure apicali su:

· responsabilità dirigenziali;

· ruolo dei controlli interni e dell’Organismo di Vigilanza;

· Formazione e-learning su:

· principi del PNA;

· struttura del Modello 231;

· nozioni base di cybersicurezza (NIS2).

Destinatari
· Tutto il personale;

· Dirigenti e responsabili di processo;

· Nuovi assunti e collaboratori esterni.



ANNO 2027 – APPROFONDIMENTO E APPLICAZIONE OPERATIVA

Obiettivi specifici
· Rafforzare l’approccio risk based indicato dal PNA;

· Migliorare la capacità di applicazione concreta delle misure di prevenzione;

· Integrare i profili di rischio corruttivo con quelli di rischio informatico e organizzativo.

Interventi formativi
· Simulazioni pratiche e case study su:

· gestione di gare e affidamenti;

· conflitti di interesse;

· violazioni del Modello 231;

· Corso avanzato su:

· risk management integrato (anticorruzione – 231 – ICT);

· Seminari specialistici su:

· aggiornamenti ANAC;

· responsabilità amministrativa degli enti;

· obblighi organizzativi e di sicurezza derivanti dalla NIS2.

Destinatari
· Tutto il personale aziendale;

· Focus sul personale impiegato in aree a elevato rischio.



ANNO 2028 – VALUTAZIONE, MIGLIORAMENTO CONTINUO E CYBER GOVERNANCE

Obiettivi specifici

· Valutare l’efficacia del sistema formativo;

· Rafforzare la cultura del controllo e della responsabilità;

· Integrare stabilmente i temi della cybergovernance nel sistema di prevenzione.

Interventi formativi

· Aggiornamenti normativi su PNA, Modello 231 e NIS2;

· Audit formativi per la verifica delle competenze acquisite;

· Gruppi di lavoro trasversali su:

· buone pratiche anticorruzione;

· integrazione tra prevenzione della corruzione, controlli 231 e sicurezza ICT.

Destinatari

· Personale amministrativo e operativo;

· Dirigenti e responsabili di processo.



MONITORAGGIO E VALUTAZIONE

Il monitoraggio del Piano è effettuato dal RPC con le strutture competenti, mediante:

· questionari di valutazione;

· report annuali sull’attuazione del Piano;

· indicatori di performance coerenti con il PNA e con il sistema di controllo 231;

· analisi dell’impatto formativo sulla riduzione dei rischi individuati.



CONCLUSIONE

Il Piano Triennale di Formazione 2026–2028 rappresenta una misura strategica di attuazione del PTPCT, del PNA, del Modello 231 e degli obblighi derivanti dalla NIS2, contribuendo alla costruzione di un sistema integrato di prevenzione fondato su competenza, consapevolezza e responsabilità.

La formazione è concepita come leva permanente di miglioramento organizzativo, essenziale per garantire a SISPI elevati standard di integrità, trasparenza e sicurezza nella gestione dei servizi pubblici digitali.
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